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ANAwon SUPPETOXNAG OTO SEUIVAPIO

@¢pa: « Cyber Security & Fraud»

Huepopnvia : Nepyntn 10 AskepBpiou 2015

'Qpeg dieEaymwyng: 08:00 uexpr 12:30

Xwpog dieEaymyng ogpivapiou: Zevodoyeio Europa, Asukwaoia, TnA: 22692692

FA®ooa napouciaong ogpivapiou: EFAAnvikd kai/n AyyAika

BaOuoi CPE (Continuous Professional Education): 4 CPEs

EknaidsuTAG: XpioTog Makedovag, (BSc, MSc, CISA, CEH, CSA, LPT, CFIP, CMI, CSIS, CICA)

ANA®wON SUPPETOXAG:
OVOHATEN®VUHO Ap. MéAoug

ETaipeia/Opyaviopog

Ai1ebOuvon

Ap. oTaBepol THAEP®VOU Ap. KIVNTOU TNAEP®VOU Ap. ®af

E-mail

AidakTpa* MNapakaAw onuei®oTe vV 0To KATAAANAO KOUTI:

AidakTpa ava cuppeTEXovTa (HEAOG): €60 + ONA = €71,40 (péxp17/12/2015)
AidakTpa ava cuppeTéXxovTa (Un MEAOG): €85 + OMNA = €101,15 (péxp1 7/12/2015)

AidakTpa ava cuppeTéXovTa (HEAOC): €90 + ONA = €107,10 (ano 8/12/2015)
AidakTpa ava ouppeTéXovTa (Un HEAOG): €110 + ®NA = €130,90 (ano 8/12/2015)

H nAnpwpn 6a yiveTrar Tnv nuUéEpa Tou ZZeuivapiou Pe emitayry oto Ovopa «XUvOeopoG EowTepikwv
EAeykTwv KUnpou» Kal JE TNV TAUTOXpovn £kdoan TiHoAoyiou/anodeiEng ano To SUvOeaHO.

O1 oupueTEXOVTEG Nou Ba emAE€ouv va enw@eAnBouv ano To early bird 8a npénel va dieuBeTrioouv TN
nANpwun Twv JIOAKTPWYV TO apyoTeEpo MHEXP! Tnv Asutépa 7 AekeuBpiou 2015 pe katdbeon oTo
Aoyapiaoud Tou Suvdéopou otn Mepipepeiakn ZME Asukwaoiag, ap. Aoyaplacpou 2008467-3.

MNa dNAwon CUPPETOXAC OTO OEPIVAPIO NAPAKAAEIOTE OMNWG CUWNANPWOETE To napdv €vTuno, Kal To
anooTeileTe e pag oTto 22 68 08 69 N nAekTpovika oTo contact@iiacyprus.org.cy.

*0a napaxwpeital €knTwon 10% eni Tou cuvoAikoU NANPWTEOU NOcoU OE NEPINTWOEIC OMOU 3 KAl NAEoV
atopa dNAWOOUV CUPHETOXN anod Tnyv idia eTaipeia (fj cuykpdTNHA ETAIPEIOV) 1} OPYaAVIOHO.

TnA. Emikoivwviag: 22-680868, dag: 22-680869
loTooegAida: www.iiacyprus.org.cy
Tay. Oupida 26826
1648 Neukwaia
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Seminar Participation Application
Subject: Cyber Security & Fraud»

Date: Thursday 10 December 2015

Time: 08:00 to 12:30

Venue: Europa Hotel, Nicosia, Tel: 22692692
Language: Greek and/or English

CPE Points (Continuous Professional Education): 4 CPEs

Instructor: Christos Makedonas, (BSc, MSc, CISA, CEH, CSA, LPT, CFIP, CMI, CSIS, CICA)

Participation Declaration:
Full Name Member No.

Company/Organization

Address

Telephone No. Mobile Telephone No. Fax No.

E-mail

Tuition Fees* Please tick V in the right box:
Fees per participant (member): €60 + VAT = €71,40 (until 7/12/2015)
Fees per participant (non-member): €85 + VAT = €101,15 (until 7/12/2015)

Fees per participant (member): €90 + VAT = €107,10 (from 8/12/2015)
Fees per participant (non-member): €110 + VAT = €130,90 (from 8/12/2015)

Payment of the tuition fees will be effected on the seminar day by cheque issued to the «Cyprus
Institute of Internal Auditors». Simultaneously, corresponding invoices / receipts will be issued by
the Institute.

Participants who wish to earn the early bird discounted participation fees, must arrange payment of
the fees to be made the latest by 7 December 2015 through deposit in the Institute Account Number
2008467-3 at the Periferiaki Coop Nicosia.

Participants are requested to complete the present application form and send to the Institute either by

fax 22 68 08 69 or by email contact@iiacyprus.org.cy.

*Discount of 10% on the total payable amount will be granted in cases where 3 or more persons in the
same company ( or group of companies) participate in this seminar.

TnA. Emkoivwviag: 22-680868, dag: 22-680869
loTooegAida: www.iiacyprus.org.cy
Tay. Oupida 26826
1648 Neukwaia
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PROGRAMME OF THE SEMINAR

Cyber Security & Fraud

08:00 - 08:30 | | Registration

08:30 - 08:45 - Introduction

Cybercrime Attack Zone: Is Cyprus excluded from the attack

08:45-09:15 |\ - | o > (Case Study)

09:15 - 09:45 - | Cyber Security and the Weakest Links

Internal Audit Department’s role during an Internet Banking Fraud

09:45 -10:15 | - | 1 Internal Policies Violation (Case Studies)

10:15 - 10:30 |- | Coffee Break

10:30 - 11:30 | - | Internal Fraud: Practicalities of eDiscovery & Digital Forensics

Crisis Management - Responding to a Cyber Incident Attack (Case

11:30 - 12:30 | - Study)

Objectives
The main objectives of this seminar are the following:

. Gain an understanding on Cyber Security and Cyber Incident Management
The role of Internal Audit during Cyber Incident and Fraud investigations
To gain an understanding of new technologies and techniques utilized by unauthorized parties /
attackers / hackers

. To learn about the application and importance of Electronic Discovery and Digital Forensics
during Cyber Incidents and Fraud investigations.

Who should attend?

Internal Auditors / IT Auditors

Information Security Officers

Risk Managers

IT and Network Security Executives and Managers
Governance, Risk, Compliance Executives
Lawyers, Data Privacy / Data Protection Officers

TnA. Emkoivwviag: 22-680868, dag: 22-680869
loTooegAida: www.iiacyprus.org.cy
Tay. Oupida 26826
1648 Neukwaia
>eAida 3/4



I

The Institute of
Internal Auditors

2YNAEZMOZ EZOQTEPIKQN
EAECKTON KYIMPOY

Approach

The seminar will be lecture based where Q&A and discussion will followed after each of the
presentations.

Guest Speaker

Mr. Christos Makedonas is an Assistant Manager within Enterprise Risk Services (ERS) Department of
Deloitte Ltd with more than 10 years of experience in the Information Security and Information
Systems Audit field. The main areas of expertise are eDiscovery and Digital Forensics along with Cyber
Risk Management. He has been involved in various projects for multidiscipline services such as IT
Auditing and Information Security Governance, Third-Party Assurance Reports (ISAE 3402), as well as
Cyber Risk Services i.e. Information Security Consulting, Penetration Testing (for Banking & Financial
Services, Insurance Service, Law Firms, Retail Services, and Shipping), Digital Forensics etc. and
Regulatory Compliance Assessment for clients spanning in various industries.

Prior to joining Deloitte, Christos worked in the Financial Services industry working for the legacy Laiki
Bank as a Group IT Auditor leading the Group Internal Audit team in a variety of Information Systems
Audit engagements, Risk Assessments, Penetration Testing, Forensics Investigations and Compliance
Audits in various countries that Laiki Bank Group had presence (Cyprus, Greece, Australia, United
Kingdom, Estonia, Serbia, Ukraine, Russia and Romania).

Christos is a Certified Information Systems Auditor (CISA), Certified Ethical Hacker (CEH), EC-Council
Certified Security Analyst (ECSA), Licensed Penetration Tester (LPT), Certified Forensics Investigation
Practitioner (CFIP), Certified Malware Investigator (CMI), Certified Security Incident Specialist (CSIS)
and Certified Internal Controls Auditor (CICA).

Christos holds a Diploma of Banking Operations from the American Institute of Banking (AIB), a BSc
(Hons) in Computing Informatics from the University of Plymouth (Best student award and Professional
Membership award of the British Computer Society) and an MSc in Analysis, Design and Management of
Information Systems from the London School of Economics and Polical Science.

He is a member of the board (Vice-President) of the ISACA Cyprus Chapter, an active member of (ISC)?
Cyprus Chapter, member of the Cyprus Computer Society (CCS) and a member of the Institute of
Internal Auditors (IIA).
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